
Email Encryption  
Features & Benefits 

** 

 
Email 

Encryption 

Email 
Message 
Privacy 

Secure  
File 

Sharing 

Automated gateway encryption with ability for 
user-initiated message encryption    

Automatically selects best delivery method 
according to recipient capabilities (BMOD)    

Simplified Policy Definitions and Data Loss 
Prevention across organization or user level    

Content scanning with advanced content 
filters    

Policy-based TLS with secure fail-over    
Transport Protocol SMTP HTTPS HTTPS 
Send and receive encrypted messages    

File attachment size limitation 50 MB 100 GB 5 GB 
100 GB  

E-Signature and QR Code Verification    
Advanced message control and notification 

(recall, restrict forwarding, reply freeze, 
expiration) 

   

Advanced tracking records when messages 
and shared files are sent, read, replied to, 
forwarded, printed, or deleted 

   

Only charged for licensed users (used for 
initiating messages, not reading/replying)    

Brandable portal     
Supports regulatory compliance requirements    
Works with hosted, on-prem, and hybrid email 

systems    
Secure Cloud provisioning and user 

management    
Phenomenal Care Support    
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Accessible through Web, Apps, and Outlook add-in 

Included with Advanced Secure File Sharing  
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